
October 2008 Volume 30 No 10

DENVER APPLE PI Caledar
SIG and Help Meetings are

HELD AT THE CONSOLIDATED MUTUAL
WATER  DISTRICT BUILDING

12700 W 27th Avenue
Lakewood
7 to 9 pm

unless otherwise noted


MEETING DATES SET FOR
OCT- DEC 2008

Mac SIG Oct 21 Tues
Help SIG Oct 29 Wed 5th Wed
Mac SIG Nov 18 Tues
Help SIG Nov 26 Wed
Mac SIG Dec 16 Tues Party
Help SIG Dec 30 Tues Not Wed

Contents

Major Mistakes and Myths about
Wi-Fi Security...............................1

Mac Wi-Fi Trouble-Shooting......3

O’Reilly News for User Group
Members .......................................4

Get Copy of Old Time
Radio Shows ................................4

Check Your Batteries with
Coconut BatterySource..............5

Keychain Passwords Do Not
Work in Firefox ............................5

New iTunes Version Features
Genius Button..............................5

Nancy Ratay Does Reunion.......6

Ahnentahfel Explained ...............7

Pick A Cake ..................................7

DAPI RECYCLES INK CARTRIDGES & TONER CARTRIDGES.
OUR CLUB RECEIVES MONEY FOR RECYCLING OF MANY, BUT NOT ALL,

CARTRIDGES. BRING TO NEXT MEETING.

“MAJOR MISTAKES AND MYTHS ABOUT WI-FI SECURITY.”
Michael J. Ross – Used with permission from Jack Dunning, Editor Computer Edge
www.computoredge.com 09/26/2008

Wireless local area networks (LANs) continue to see greater adoption in the
corporate world and in the public sector, such as the wireless access made
available in public libraries and municipal centers. Similarly, wireless
networks are being increasingly chosen for home environments by computer
users who want to avoid having their laptops tethered to an Ethernet line in
order to be connected to the Internet. The second reason is to allow Wi-Fi-
capable devices, aside from laptops, to be networked together.

Wi-Fi, which is a trade name for a network technology, may offer many
advantages, but it also presents some new problems to the home computer
user. In addition to reduced transmission speeds compared to Ethernet (i.e., a
wired network), Wi-Fi opens up a veritable Pandora’s box of security dangers,
because the information flowing through the networks is doing so not by
direct device-to-device communication, but instead by being broadcast in all
directions as electromagnetic waves through the air. If the receiving device is
within range of those waves, and they are strong enough upon receipt, then
the target device can receive the information as intended.

But what about other Wi-Fi-capable devices that also happen to be within
range of the network signal? They too have the potential for receiving that
information, even if the owner of that information never planned for them to

Next Meeting – October 21, 2008
Subject — TBA
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do so. For instance, an apartment
dweller may set up a home
wireless network so she can surf
the Web while sitting on her
couch, away from any Ethernet
lines. But if that network has not
been made secure, then her
neighbors will also be able to
access the Internet, without paying
for it.

Even worse, if any of those
neighbors engage in illegal or at
least questionable activities on the
Internet—such as  sharing
c o p y r i g h t e d  m u s i c  a n d
movies—then the IP address
associated with those activities is
that of the innocent owner.
Authorities may or may not accept
her excuse that she had no idea
that  o ther  people  were
piggybacking on her Internet
connection—though that defense
has been tested in civil courts in
the United States (Go to Google
“Court decision on piggybacking
on internet connections.”)

WEP-ing and Weeping

Given the need to protect their
own sensitive information being
transmitted over the Internet (such
as credit card numbers entered on
e-commerce Web sites) and to
prevent unauthorized people from

exploiting their Internet connection, home network users have tried all sorts of
Wi-Fi security techniques. Unfortunately, almost all of them are ineffectual, to
one degree or another. Before we explore the details of these flawed measures,
it is important to clarify that this is not an issue that can be brushed aside by
anyone setting up a home Wi-Fi network, because the default settings for most
if not all Wi-Fi devices leaves them open, i.e., without encryption. It also
leaves such networks, and their unsuspecting users, wide open to attack.

Wired Equivalent Privacy (WEP) is an encryption standard that was an early
attempt by the computer network industry to offer a supposedly strong level
of protection against intruders, and was initially touted as being unbreakable.
Soon thereafter it became widely adopted, and is probably still the most
commonly employed Wi-Fi security measure.

Sadly, WEP is easily penetrated by any determined attacker, who would
normally use what are known as “packet injection attacks” in order to crack
the network security. This is true even when the network in question has been
properly configured, and even more so when not properly configured, which
is the case for far too many home users—especially those unfamiliar with
setting up computers and networks.

Weaker than WEP

There are many ineffective Wi-Fi security techniques aside from WEP. One
approach is to locate your Wi-Fi access points (i.e., wireless cards and other
antennas) in the center of the area for which you want Wi-Fi coverage, and
then reduce the transmission power to the point where it does not extend
outside of the physical space that you can keep secure, such as your home or
office building. At first glance, this approach might seem impervious to attack,
until you realize that hackers are not limited to the relatively weak antenna
reception of the typical neighbor’s laptop. Hackers can employ much larger
antennas, and thus still receive your transmitter’s signal, even if your
neighbors cannot using their laptop wireless cards.

Dynamic Host Configuration Protocol (DHCP) allows a few different modes
for obtaining an IP address, and has been criticized by some so-called security
experts as a chink in the Wi-Fi security armor. In turn, they have advised all
network users to implement static IP addressing, instead of allowing DHCP to
automatically assign an address. But a knowledgeable hacker can determine
your network’s IP scheme in little time, and thus this technique is of equally
little value.

MAC filtering, which limits packet traffic to a set of verified and trusted IP
addresses, has been advocated as a strong way to prevent network intrusion.
However, it is not difficult for hackers to read (“sniff”) your network’s traffic,
and from this detect one or more of the IP addresses that the MAC filtering
has deemed trustworthy. Once such an address has been discovered, it can
then be used to penetrate the network, masquerading as a verified source.

Security in Numbers?

. . . .
One of many areas of controversy in the field of wireless security is whether or
not layering of multiple—and admittedly flawed—security practices is any
improvement upon using one or just a subset of them. The more
knowledgeable security experts argue that layering provides no extra value,
because hackers can simply work their way through each layer, until they
reach the information they seek. Because so many of the attacks can be
accomplished in less than a minute, and there are plenty of free tools to do so,
layering does not offer the deterrence value claimed by its advocates.
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There is an additional danger in
implementing and relying upon
any of the techniques covered
here: All of them, even when
combined together, can give you a
false sense of security. It is much
better to understand exactly how
vulnerable your wireless network
might be, and then shore up that
vulnerability by using a security
measure that really works, such as
WPA-PSK security configured
with a random alphanumeric pass-
phrase longer than 10 characters.

After all, it can be good to share,
but not to share your Internet
service with others intent upon
evil.

Michael J. Ross is a Web developer
(www.ross.ws), writer, and
freelance editor. He creates Web
sites that help entrepreneurs turn
their ideas into profitable online
businesses.



MAC WI-FI TROUBLE-
SHOOTING
by Frank Araullo
- Used with permission from Jack
Dunning, Editor Computer Edge
www.computoredge.com 09/26/2008

“Sometimes, no wires can mean
more complications.”
I love using wireless networking.
The family of wireless Ethernet
(802.11a, b, g, and now n,
collectively called Wi-Fi) has
provided go-anywhere flexibility
for personal computing, whether
it's a group of coworkers carrying
their laptops into a conference
room to share documents without
a wire in sight (at least until the
batteries run down), or me using
my laptop in the comfort of my
living room to share with my wife
on the couch.

That old joke about using
computers hundreds of miles
away to chat with someone at the
next desk has nearly come true, as
I use Yahoo's TV Web pages to

schedule recordings for a TiVo in the same room—go figure.

But no wires can also mean quite a bit more complication when it comes to
tracking down problems; it's not quite as easy as unplugging and plugging in
a cable, and then checking if a connection light is on. So I thought I would go
over a few good tools and tips to make sure that your wireless connections
work as smoothly as possible.

KisMAC

As I mentioned, checking on a wireless connection sometimes isn't as easy as
you would like. One good example: I visited my city's new downtown library
to help someone with their math homework. The library is a beautiful, four-
story facility and provides free wireless Internet access through the building.
In fact, there was a bit too much of the access: All eight of the building's access
points showed up on my AirPort menu. Which one to use? I could just connect
through all eight to see which had the strongest signal, but it was much easier
to use KisMAC.

KisMAC is a what's called a network stumbler—a program developed to
detect and monitor any and all wireless networks available from your AirPort
(or any wireless device; I've noticed that, at last, some of those USB Wi-Fi
adapters now work on my MacBook Pro running 10.5). As you can see in the
screenshot below, you can watch a live graph of the different wireless
networks and the relative strength of the signals from those wireless stations.

The relative strength of the signals from wireless stations.

If you set up KisMAC to use a passive mode (my install defaulted to active
mode instead), it'll report back on any and all clients on a given wireless
network, as well the wireless channel used, etc. While most wireless stations
should be smart enough to automatically use an unused channel, it was
necessary for me to do a thorough scan in my neighborhood after seeing eight
different wireless networks show up on my Mac's AirPort menu, just to find
the least-used channel to use with my wireless base station.

This sort of scan was also handy when I was setting up other gear, like my
Nintendo, Wii, TiVo DVR, etc., and wanted to see if those devices' wireless
systems were connecting with my wireless network at all.

Now, KisMAC can be used for much less benign purposes, as well. The GPS
support can be used to chart and manage corporate wireless networks
(usually to locate not only dead zones in coverage, but also minimize
unnecessary coverage), but can also be used for "wardriving," going around
and charting various wireless networks in areas, usually by auto. (Who has
time for stuff like this? Don't ask me.)

AirPort Tips

Now if you're seeing problems with your own AirPort connections, I have a
few tips to help smooth out some of those problems. The first one would be to
check whether the option "Ask to join new network" is marked "on" in the
AirPort section of the Network System Preferences. This will keep your
system from hopping onto any unencrypted wireless network out there,
whether it's the neighbor's Wi-Fi setup or just a simple Wi-Fi setup that
somebody set up between a fancy remote control and their home
entertainment setup. (Some systems are designed for Wi-Fi for their remote
controls instead of the more limited infrared connections.)

Another handy item for those on the go is that you want to keep the option to
"Remember any network this computer has joined" unchecked in the
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Advanced section of the Network
System Preferences. There's no
point in filling up the list of
preferred networks with hotspots
and free hotel networks that you'll
rarely (or never) touch again. On
the other hand, do add frequently
used networks to the Preferred
Networks list: Home and office
networks are the best bet here.

If you're like so much of the rest of
the computing world, you can go
to the TCP/IP section and change
the Configure IPv6 section to "Off."
Be sure to check with your office
network person first, but IPv6, the
long-in-coming replacement to
IPv4, is still coming, and turning
off this option in most cases does
no harm.

Also (I believe as of 10.5 Leopard)
in the TCP/IP section, there is a
button marked Renew DHCP
Lease. You can hit this button to
retrieve new IP settings from the
network. If you're still working
with Tiger or earlier, you'll need to
open the  Network Port
Configurations menu, clear the
check box for the AirPort (or
Ethernet if you're working a wired
connection), click Apply, then put
a check in that same box again and
click Apply again. If this is a
frequent thing to do on your
system, you might want to create a
couple of network locations: Go to
the Locations and make a new
Location named "Off," set up the
network with  everything
unchecked, etc. Then create a new
Location named "On," and set
everything back to "on" again.



O'REILLY NEWS FOR USER
GROUP MEMBERS
September 30, 2008

New Releases--Books, Short Cuts,
and Rough Cuts. Get 35% off from
O'Reilly, No Starch, Paraglyph, PC
Publishing, Pragmatic Bookshelf,
Rocky Nook, SitePoint, or
YoungJin books you purchase
directly from O'Reilly. Just use
code DSUG when ordering online
or by phone 800-998-9938.

<http://www.oreilly.com/store/>

Free ground shipping on orders of $29.95 or more. For more details, go to:
<http://www.oreilly.com/news/freeshipping_0703.html>

Did you know you can request a free book or PDF to review for your group?
Ask your group leader for more information. [Call Elissa, 303.421.8714.]

For book review writing tips and suggestions,  go to:
<http://ug.oreilly.com/bookreviews.html>

With Adobe's recent announcement of CS4, O'Reilly's been busy working with
our authors to keep you up-to-date. Soon we'll have new versions of our One-
on-One and Missing Manual series and we're adding a few new books such as
"Photoshop CS4 The Missing Manual," "The Photoshop CS4 Companion for
Photographers," and "Photoshop CS4 Channels & MasksOne-on-One." Read
this blog post for the full scoop. http://fyi.oreilly.com/2008/09/oreilly-
announces-8-new-cs4-ti.html

And Deke McClelland has a new video called "Photoshop CS4: Buy or Die"
http://digitalmedia.oreilly.com/2008/09/23/dekepod-buy-or-die.html This
website video gives quick and interesting explanation of some important
updates to CS4.



GET COPY OF OLD TIME RADIO SHOWS
By Joyce Etherton

Jim Awalt has an Old Time Radio Club CD with literally hundreds of old
radio shows. If you would like to have a copy of these shows, bring a blank
CD or a thumb drive (jump drive) to the next meeting and he can download
these for you. If there is a big demand for the download, we may have to wait
in line. Here is a sample of some of the shows—the A’s and B’s only.



Adventures by Morse
Adventures of Detective
Rarities
Adventures of Frank Race
Adventures of Marco Polo
Agatha Cristie
Al Jolson Shows
Aldrich Family
All Star Western
Amos & Andy
Arch O Boler Plays
Archie Andrews
Avengers, The
Baby Snooks
Barry Craig
Belle Baker & Helen Kane

Bergen E. & C. McCarty
Bickersons, The
Big Band Remotes
Big Story, The
Big Town
Biggles of Australia
Bing Crosby
Blackstone
Blondie
Bob Hope
Boston Blackie
Box 13
Bradbury
Bright Star
Broadway is My Beat
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CHECK YOUR BATTERY’S
HEALTH WITH COCONUT
BATTERYSOURCE

 This tip inspired by countless calls from
laptop users over the years. For further
details, see Apple's Battery Health page.

Does your laptop seem to die
faster than it used to? It probably
does. Laptop batteries lose
capacity over time.

Download coconutBattery, a free
utility, to reveal some important
details about your laptop battery's
health.

Apple says their batteries are
designed to retain up to 80% of
original capacity after 300 full
charges. You can see in this
screenshot from coconutBattery,
how a 4-year-old iBook whose
battery has been charged twice
that number now has only about
17% of it's original capacity left.

You can maximize your battery
lifespan with some good
maintenance practices.  But
however well they are maintained,
laptop batteries do lose capacity
over time.

Standard Maintenance

For proper maintenance of a
lithium-based battery, i t ’ s
important to keep the electrons in
it moving occasionally. Apple
does not recommend leaving your
portable plugged in all the time.
An ideal use would be a commuter
who uses her MacBook Pro on the
train, then plugs it in at the office
to charge. This keeps the battery
juices flowing. If on the other
hand, you use a desktop computer
at work, and save a notebook for
in f requent  t rave l ,  Apple
recommends charging and
discharging its battery at least once
per month. Need a reminder? Add
an event to your desktop’s iCal.



KEYCHAIN PASSWORDS DO NOT WORK IN FIREFOX
From the Web

Some users have found that their internet passwords are not available in the
keychain, which has caused a little confusion, especially since other
applications seem to be storing passwords perfectly fine.

Per Apple Discussions poster MsMercury01:

    "On my old computer my keychain would save all of my passwords from
the internet so if there was one I couldn't remember I'd just click on the
keychain icon and look it up. Well my keychain on the new iMac isn't saving
any of the website passwords. Just the ones to my instant messengers. I don't
know what is different about it now that it won't save those passwords."

The keychain has become a fairly standard password storage system that is
accessed by many applications, including many Web browsers. However, it is
not mandatory for developers to use the keychain for their applications, and
many still choose to use their own password storage methods. This is
especially true for applications that are cross-platform, in which it may be
easier to develop and stick to one code base for all application versions. In the
case of the user quoted above, the problem was that FireFox was the browser
being used, and this application is one of those that uses a different password
storage routine.

When migrating from old computers, Firefox users should be sure to copy the
username and password file over to the new computer. The file is called
signons.txt and is an encrypted jumble of text so passwords are not stored in
the clear. This file is located in the user library under
/username/Library/Application Support/Firefox/*.default/signons.txt
(NOTE: The "*" indicates some unique identifier numbers). It is recommended
to migrate the whole "Firefox" folder from the "Application Support" directory
over to the new computer, but users can also grab just the signons file.



NEW ITUNES VERSION FEATURES GENIUS BUTTON
By Joyce Etherton

Steve Jobs introduced the new iTunes 8 version in September 2008 which has a
Genius button. Many of us need that button, but not all. Anyway, this new
genius feature creates playlists from songs in your library “that go together,
with just one click.”  For example, in iTunes 08, click Elvis Presley’s
“Heartbreak Hotel.”  The Genius feature will create a playlist that included
songs from Buddy Holly, Roy Orbison, Lynryd Skynyrd, etc. This Genius
button is not on by default. There is a column in the window that is open by
default, and this has the fairly clearly-labeled button to actually activate the
Genius function.

Another new option allows users to send in information about their own
library, e.g., track names, play counts, ratings, etc. The iTunes Store processes
this information, along with similar data from other users, to produce results
tailored to a user’s specific library. Apple says data is gathered anonymously



October 2008 Volume 30 No 10

6

and that user IDs are not kept. Go
to iTunes 08 web sites to get more

features of this music player application.


NANCY RATAY DOES REUNION
By Joyce Etherton

Nancy Ratay presented a fact-filled
demonstration of Reunion using
the database of her own family
geology.  She said her mother-in-
law did all her own research and
presented Nancy a paper-and-
pencil boatload of information
regarding her side of the family;
then Nancy’s mother started her
with her own family history
because her  grandmother
remembered many family details,
and Nancy has continued to do so
for 30 years. Reunion for
Macintosh provides a program as
simple or as complicated as you
want and does it better than other
programs, particularly with multi-
media, she said.  Her handout
p r o v i d e d  t h e  f o l l o w i n g
information:

 System: Mac OSX 10.3.9 or
newer

 Cost: $99 for first
purchase; $59.95
download upgrade or
$64.95 CD upgrade.

 Company: LeisterPro.P.O.
Box 289 Mechanicsburg,
PA 17055

 Web:
http://www.leisterproco
m

 Support:
help@leisterpro.com;
phone 707.697.1378 Noon
to 4 EST (M-F (limit 15
minutes/day

 User Group:
http://www.reuniontalk.c
om/ LeisterPro techs
monitor forum and
willanswer tech questions
on the forum

Genealogy is fascinating and
requires dedication to detail. There
are local interest groups as well as
libraries that can provide
information about this endeavor.
To get started, you can go to
http://www.gedcom.com/and
see the many choices you have.

One important way to get data, Nancy said, is to use your public library. You
need your library card to have access to obituaries and other databases that
can provide data to begin or confirm your search for relatives. The library
does not do ancestry searches for you, but the friendly librarians can guide
you so that you can do it yourself.

Nancy Ratay showing her family geneology tree

Libraries:
Denver Public Library, (award winning, top 10 in country, WebFeat
President’s Awards for Innovation) 13th and Broadway, 5th floor, Genealogy
and Western History and Jefferson County Public Library, Lakewood; use
your library card to get to their site.

Societies:
Colorado Genealogical Society, http://cogensoc.us/index.htm meets every
3rd Fri (except July, Aug and Dec) 7pm, Christ the King Luthern 2300 S.
Patton Ct.  Offers free classes - see website CGS Computer Interest Group,
http://cogensoc.us/cigmain.htm  meets every 2nd Mon (except July, Aug and
Dec) 7pm, Christ the King Lutheran 2300 Patton Ct.  programs Oct, Jan Mar,
May  workshops Sept, Nov, Feb, Apr, June Columbine Genealogical and
Historical Society, http://www.columbinegenealogy.com/ Foothills
Genealogical Society, http://www.rootsweb.ancestry.com/~cofgs/index.htm
The last two are more local. Meetings and addresses on their websites. They
also have programs and classes.

An interesting side note from Nancy:  genealogical data was not available
from many eastern European countries until recently because, as you might
guess, many records had been destroyed or lost. But just this year, a small
archive in the Czech Republic put the birth, marriage and death records from
area churches online for free, and these records were of interest to her since
her husband is of Czech descent.
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Nancy Ratay said, “Please pass
this along to your Apple Pi
members from Dick Eastman,
author of Eastman's Online
Genealogy Newsletter.”

AHNENTAFEL EXPLAINED
Dick Eastman, September 19, 2008

One of the fundamentals of
genealogy is  the various
numbering systems used to make
quick and easily-read lists of
ancestors and descendants.
Perhaps the most common method
of listing ancestors is to create an
ahnentafel. Yet I suspect that word
confuses many newcomers. Here is
a (hopefully) simple explanation.

An ahnentafel is a list of one's
ancestors with each one numbered
in a sequential manner that makes
it easy to calculate relationships.
The ahnentafel method is the most
common method of numbering
ancestors

Ahnentafel is a German word that
translates as “ancestor table” or,
literally, a list of one’s ancestors.
The same numbering system is
sometimes called the Sosa-
Stradonitz System, named after the
S p a n i s h  g e n e a l o g i s t
Hieronymus/Jerome de Sosa, who
first used it in 1676, and after the
German genealogist Stephan
Kekulé von Stradonitz [1863-1933],
who popularized it in his 1896
Ahnentafel Atlas.

In an Ahnentafel numbering
system, the base person is assigned
the number one. The father of each
person is assigned a number equal
to double the child’s number. The
mother of each person is assigned
a number equal to double the
child’s number plus one. As a
result, the number of any child is
one-half that of their parent,
ignoring any remainder. For the
first four generations, the numbers
assigned a given person and their
ancestors reflect the following
relationships:

The primary disadvantage of
Ahnentafel numbers is that the

size of each number when going back many generations becomes quite large.
Someone with a documented line of descent from Charlemagne may be using
Ahnentafel numbers in the billions.

Ahnentafel numbers are the only commonly-used numbers for ancestor lists.
However, several systems exist for numbering descendants in a list.

1. person
2. father
3. mother
4. paternal grandfather
5. paternal grandmother
6. maternal grandfather
7. maternal grandmother
8. great-grandfather
9. great-grandmother
10. great-grandfather
11. great-grandmother
12. great-grandfather
13. great-grandmother
14. great-grandfather
15. great-grandmother

Translating this to a real person, here is an excerpt from the Ahnentafel of one
well-known American, complete with Ahnentafel numbers:

1. George Walker Bush, b. New Haven, Conn., 6 July 1946, m. 5 Nov. 1977,
Laura Lane Welch

2. George Herbert Walker Bush, b. Milton, Mass., 12 June 1924, m. Rye,
N.Y., 6 Jan. 1945

3. Barbara Pierce
4. Prescott Sheldon Bush, b. Columbus, Ohio, 15 May 1895, m.

Kennebunkport, Maine, 6 Aug. 1921, d. New York, N.Y., 8 Oct. 1972
5. Dorothy Walker, b. near Walker's Point, York Co., Me., 1 July 1901, d.

Greenwich, Conn., 19 Nov. 1992
6. Marvin Pierce, b. Sharpsville, Pa., 17 June 1893, m. Aug. 1918, d. Rye,

N.Y., 17 July 1969
7. Pauline Robinson, b. Ohio, April 1896, d. Rye, N.Y., 23 Sept. 1949
8. Samuel Prescott Bush, b. Brick Church, N.J., 4 Oct. 1863, m. Columbus,

Ohio, 20 June 1894, d. Columbus, Ohio, 8 Feb. 1948
9. Flora Sheldon, b. Franklin Co., Ohio, 17 Mar. 1872, d. "Watch Hill", R.I., 4

Sept. 1920
10. George Herbert Walker, b. St. Louis, Mo., 11 June 1875, m. St. Louis, Mo.,

17 Jan. 1899, d. New York, N.Y., 24 June 1953
11. Lucretia [Loulie] Wear, b. St. Louis, Mo., 17 Sept. 1874, d. Biddeford, Me.,

28 Aug. 1961
12. Scott Pierce, b. Sparkville, Pa., 18 Jan. [or June?] 1866, m. 26 Nov. 1891
13. Mabel Marvin, b. Cincinnati, Ohio, 4 June 1869
14. James Edgar Robinson, b. near Marysville, Oh., 15 Aug. 1868, m. Marion

Co., Ohio, 31 March 1895, d. 1931
15. Lula Dell Flickinger, b. Byhalia, Ohio, March 1875

Pick a Cake
http://www.wral.com/golo/blogpost/3698103

This is remarkable & just in time for the holiday baking season!
There are a hundred or so names of cakes.

Just click on the name of the cake and the recipe appears!
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DENVER APPLE PI MEMBERSHIP INFORMATION
Denver Apple Pi (DAPI) is an Apple Computer Users Group, not affiliated with Apple Computer, Inc. The SEED is an independent publication not
affiliated or otherwise associated with or sponsored or sanctioned by Apple Computer, Inc. The opinions, statements, positions and views stated herein
are those of the author(s) or publisher and are not intended to be the opinions, statements, positions or views of Apple Computer, Inc. Articles, stories,
and other items in the SEED may be copied or used by other clubs or groups as long as credit is given to Denver Apple Pi and the author of the article.
On reprints, please also include the date or volume number from the SEED.
MEMBER BENEFITS INCLUDE: MONTHLY MEETINGS: information, new product announcements, door prizes when available, share ideas with
other members, and copy programs from the Disk Libraries. PROGRAM LIBRARIES: Over 900 public domain programs, GS Library on 3.5" disks or
on a 100 MB ZIP disk, Mac disks available in HD, ZIP and CD formats.
MEMBERSHIP DUES are $20.00 per year for a monthly hard copy of the SEED and $15.00 per year for a monthly pdf copy. Fill in the form below or
ask for an application to send with your check to the Club mailing address:
DENVER APPLE PI, 6501 Welch Ct, Arvada CO 80004-2223
Elissa McAlear:  call 303.421.8714 for information about Apple II, GS and Mac. Email elissamc@comcast.net
Our website is: <www.denverapplepi.com>

Macintosh SIG meets the THIRD Tuesday of the month, 7:00 to 9:00 p.m.
Troubleshooter Group meets the FOURTH Wednesday of each month, 7:00 to 9:00 p.m.
SEED articles should be mailed to jjetherton@comcst.net, subject: "SEED Article"

Membership Form:  Date                                                           Denver Apple Pi Officers, May '07-May '08
Renewal                          New                         Change                  President Larry Fagan
Name                                                                                              VP (Help) Jim Awalt
Address                                                                                           Vic President (Mac) Tom King
City                                                                                                Secretary Elissa McAlear
Phone                                                                                              Treasurer Larry Knowles
Email                                                                                               Membership Chair Sheila Warner
Kind of Computer: Apple II          GS        Mac          OS              

For further information, call Elissa 303.421.8714
Appointees: Wes Schalamon (Librarian), Joyce Etherton (SEED Editor), Diane Forest (Webmaster)

Denver Apple Pi
6501 Welch Court
Arvada, CO 80004-2223

Please check your address label for the expiration date.
If due, RENEW or JOIN today.
If there is an error or if you have questions,
Call Elissa, 303.421.8714

FIRST CLASS MAIL – Dated Material

Return Service Requested


